Training Fiche

|  |  |
| --- | --- |
| **Titolo** | **Dispositivi di protezione** |
| **Parole chiave (meta tag)** | **Protezione del PC, smartphone, antivirus, malware** |
| **Elaborato da** | **IWS** |
| **Lingua** | Italiano |
| **Area** | *Seleziona una o più aree tra:*   |  |  | | --- | --- | | *Informazione e letteratura digitale* |  | | *Comunicazione e collaborazione* |  | | *Creazione di contenuti digitali*  *Sicurezza*  *Problem solving* |  | | *X* | |  | |
| **Obbiettivi / risultati di apprendimento** | |
| Al termine di questo modulo, saprai:   1. Come proteggere il tuo PC e dati personali da attacchi esterni. 2. Come proteggere i dispositivi mobili dal malware. | |
| **Descrizione** | |
| In questo corso, impareremo come installare e configurare un antivirus in un PC con Windows, MacOS o Ubuntu.  Avremo delle guide linea per aumentare il livello di sicurezza del sistema operativo sia sugli smartphone che su PC  Riceveremo consigli su come mantenere l’integrità del nostro computer tramite una serie di semplici azioni.  Installeremo diversi antivirus in diversi sistemi mobili. | |
| **Contenuti suddivisi in 3 parti** | |
| 1. **Nome del modulo: Protezione dei Dispositivi**    1. **Nome: consigli semplici su come proteggere il tuo PC**       1. **Sezione: Buon senso**       2. **Sezione: Antivirus**       3. **Sezione: Windows Antivirus**       4. **Sezione: Mac OS Antivirus**       5. **Sezione: Linux Antivirus**    2. **Nome: Principi per la protezione degli smartphone**       1. **Sezione: Sicurezza nella telefonia mobile**       2. **Sezione: Consigli**       3. **Sezione: Antivirus**       4. **Sezione: Android Antivirus**       5. **Sezione: iOS Antivirus** | |
| **Contenuti in bullet point** | |
| * **1: Consigli semplici su come proteggere il tuo PC** * **Buon senso** * **Antivirus** * **Windows Antivirus** * **Mac OS Antivirus** * **Linux Antivirus** * **2: Principi per la protezione degli smartphone** * **Sicurezza nella telefonia mobile** * **Suggerimenti** * **Antivirus** * **Android Antivirus** * **iOS Antivirus** | |
| **5 dizioni principali** | |
| **Antivirus:** Il software antivirus è un programma creato per prevenire, individuare e rimuovere infezioni su computer e sistemi TI.  **Malware:** è un software che danneggia o disabilita un PC all’insaputa dell’utente.  **Keyloger:** é un software che, una volta installato, registra ogni azionamento di tasto effettuato in quel sistema ed è poi salvato in un log file che di solito è criptato.  **Phishing:** è l’atto fraudolento di acquisire informazioni private, come ad esempio numero di carte di credito, usernames e password.  **Virus:** è un software maligno presente in un PC all’insaputa del suo proprietario. | |
| **Bibliografia e altre fonti** | |
| <https://karoespiralia.blogspot.com/2015/12/proteccion-anti-malware-del-sistema.html>  <https://es.safetydetectives.com/blog/mejores-antivirus-realmente-gratis-para-linux/>  <https://www.macworld.es/articulos/mac/mejores-antivirus-mac-3671337/>  <https://es.safetydetectives.com/blog/mejores-y-realmente-gratis-antivirus-para-ios/>  <https://www.youtube.com/watch?v=HH0xdWpckZY>  <https://www.youtube.com/watch?v=a-b9eM7Rhfo>  <https://www.youtube.com/watch?v=PHb5R5-fE7E>  <https://www.youtube.com/watch?v=tDyxXtAft-M>  <https://www.youtube.com/watch?v=7LhpG3NL7hM> | |
| **Materiale relativo** |  |
| **PPT relativo** | DELSA Dispositivi di protezione.ppt |
| **Link di riferimento** |  |
| **Demo video** |  |